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Introduction

The contribution provides a resolution to one of the editor’s note.
******** Start Change to TR 23.771***************************

6.18
Solution 18 for Key issue 3: ePDG Push of location information to LRF/LS at emergency attachment/De-attachment

At emergency attachment to an ePDG, the ePDG shall push subscriber location data to the LRF/LS. 

Two scenarios applicable to authenticated UEs can be distinguished in terms of the location data to be provided by ePDG.

 In one scenario, location information may correspond to WLAN Location Information the ePDG may have received from the AAA server about the UE. This information is provided by the ePDG when it is available (when the 3GPP AAA server UE considers that location information coming from the WLAN AN is trustable).  In this scenario, the LRF can use WLAN Location Information to identify subscriber location that allows it to select an appropriate PSAP accordingly.

In the second scenario, location information includes only the UE local IP address and optionally UDP source port number (if NAT is detected). The UE local IP address on its own cannot identify a subscriber location, but can be used in conjunction with a UPLI BSSID in the subscriber initiated emergency session, and received by the LRF/LS later, to confirm an approximate subscriber location.

For both of the above scenarios, subscriber location data shall include in addition to UE location information, subscriber specific information that is available such as MSISDN/IMEI, and other information that can be based on location data  in TS 29.172
For unauthenticated UEs, the information pushed by the ePDG to the LRF includes only the UE local IP address and optionally UDP source port number (if NAT is detected). The UE local IP address on its own cannot identify a subscriber location, but can be used in conjunction with a UPLI BSSID in the subscriber initiated emergency session, and received by the LRF/LS later, to confirm an approximate subscriber location.

Editor's note: The exact applicable subset of data from TS 29.172 is FFS


If an ePDG detected or became aware that a UE, whose location information has been previously reported to an LRF/LS, left the WLAN coverage, the ePDG shall report this to the LRF/LS. This enables the LRF/LS to maintain updated UE location information. 

NOTE: The LRF correlates currently UE location data received from ePDG with a received emergency session received from E-CSCF using the MSISDN for that purpose.  
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